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RENE VENTURA 
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IT, INFORMATION SECURITY, PRIVACY & RISK LEADER 
 

Talented Information Technology and Security Professional who demonstrates success in assessing enterprise IT 
environments to reduce and mitigate internal and external security threats through comprehensive technology 
infrastructure, frameworks, and systems. Proven record of partnering with other C-level leaders while developing staff in 
the most critical security strategies. Expertise in vulnerability assessments, risk management, fraud prevention, and 
security strategies. Manages teams in constructing new environments and providing gold-standard IT and Security 
services. Strong technical acumen for architecture, security operations, audit, compliance, and regulatory controls. 
Languages: Spanish & English; Personal website: www.reneventura.com 
 

 
STRENGTHS 

• AWS Architecture Assessment 
• Audit Lifecycle & Compliance 
• Awareness Training 
• Vendor Management 
• Compliance 
• SDLC: SAST, DAST & SCA 
• Collaboration and Vision 
• Research and Writing  
• Attention to Detail 
• Vendor Management 

• Communication – Written and Oral 
• Compliance 
• Computer Forensics 
• Critical Thinking 
• Encryption 
• Firewall Management 
• Incident Response 
• Information Security 
• Infrastructure Design 
• Leadership/Management 

• Managing Security Breaches 
• Network Security 
• Project Management 
• Resource Allocation 
• Security Assessments 
• Security Governance 
• Systems Monitoring 
• Technical Documentation 
• Time Management 
• Cross-Functional Leadership

 
PROFESSIONAL EXPERIENCE 
 
BU R W O O D  GR O U P  • Chicago, Il 
25+ years in the industry Technology consulting and integration firm. 
Security Practice Manager • Aug 2023 to Present 
Develop, lead, and enhance the cybersecurity practice to address the evolving challenges of the digital landscape and provide 
effective security solutions to clients. 

• Identify market trends and develop new practice offerings that align with clients' evolving security needs. 
• Track and manage project portfolio issues and risks, providing timely escalation for service delivery challenges. 
• Set a precedent for service delivery and technical excellence within the practice. 
• Oversee engagements to ensure best practices are followed and issues are addressed promptly. 
• Drive business development through active participation in the sales process for new and strategic opportunities. 

 
IBU S I N E S S  FU N D I N G  • Fort Lauderdale, FL 
A top Fintech software and lender service provider specializing in SBA Small Balance Lending.  
Director of IT & Information Security • May 2021 to Aug 2023 
Led a team of 5 technology professionals for the rebranded SaaS company business model (LenderAI). Directed privacy, access 
management, and compliance in addition to infrastructure, cloud systems, and security. Spearheaded innovative solutions 
using best-practice standards (NIST, ISO 2700x, COBIT, etc.) as a senior organizational leader. 

• Managed the ongoing testing, prioritization, and reporting of vulnerabilities throughout on-premises and cloud-based 
environments across the enterprise. 

• Evaluated project initiatives, risk assessments, mitigation strategies, and technology advancements; ensured 
compliance with SOX and other industry standards. 

• Created strategy and executed security policies, controls, and incident response with remediation plans. 
• Paved the way by building the infrastructure, processes, and procedures from scratch. 

  



   
 

KN I G H T  CA P I T A L  • Miami Beach, FL 
Knight Capital established itself as a leading specialist in the Merchant Cash Advance (MCA) industry. 
Director of IT • Oct 2018 to May 2021 
Built the company’s IT and Security infrastructure from the ground up before migrating to a cloud-based environment as the 
company expanded from 43 to 200+ employees. Built a team of 5 technology professionals including, IT Help Desk, Systems 
Engineers, and Security Analysts. 

• Initiated the DevSecOps program (Implemented SDLC and Git CI/CD pipelines) with a clear vision to effectively make 
application security a fundamental part of product development. 

 
ADDITIONAL EXPERIENCE 
 
CYBEAR  • Miami, FL • Security Consultant • Apr 2020 to Present 

• Support customers in navigating technology challenges, encompassing risk assessments, compliance audits, cloud 
migrations, best practices, and the implementation of strategic roadmaps.. 

 
DA T ARE M O T E  • Miami, FL • Director of IT • Apr 2017 to Oct 2018 

• Designed the IT strategy and architected the AWS infrastructure, then used to transition out of on-prem. 
 
C2  HO S T I N G  • Miami Beach, FL • Systems Administrator • Jan 2016 to Apr 2017 

• Reported directly to the CIO, built servers, and managed data-center infrastructure and cloud-based.  
 
TH I N K B O X  TE C H N O L O G I E S  • Miami, FL • IT Support Specialist • Jan 2015 to Jan 2016 

• Shaped the company’s image by optimizing existing processes and adding IT services to the existing portfolio. 
 
ME D I C A L  IN F O R M A T I O N  RE S E A R C H  A N D  MA N A G E M E N T  CE N T E R  • Havana, Cuba • IT Generalist • Jul 2011 to May 2014 

• Absorbed the parent facility's IT staff, which increased the aggregated IT support and bandwidth optimization. 
 
DESIF  • Havana, Cuba • Web Administrator • Jan 2009 to Apr 2013 

• Coordinated with other team members to ensure that all aspects of the website project were completed on time. 
 
COMPETENCIES & EDUCATION 
 
CISSP - Certified Information Systems Security Professional. ISC2 
CRISC - Certified in Risk and Information Systems Control and CISM - Certified Information Security Manager. ISACA 
MCP, MCSA - Microsoft Certified Solutions Administrator, and MCSE - Microsoft Certified Solutions Expert. Microsoft 
A+, N+, CIOS, Security+, and CSIS Certified Professional. CompTIA 
 
WE S T E R N  GO V E R N O R S  UN I V E R S I T Y  -  WGU  • Salt Lake City, UT 
Relevant coursework: Secure Systems Analysis & Design. Information Assurance & Network Security, 2022. 
 
M I A M I  DA D E  CO L L E G E  • Miami, FL 
Relevant coursework: Introduction to Microcomputers. Database Concepts & Design, 2017. 
 
TH E  AC A D E M Y  O F  SO U T H  FL O R I D A  • Miami, FL 
Information Technology Professional, 2016. 
 
TE C H N O L O G I C A L  UN I V E R S I T Y  JO S E  AN T O N I O  EC H E V E R R I A  -  CUJAE  • La Habana, Cuba 
Relevant coursework: Engineering Graphics & Design, 2013. Computing: Engineering & Science, 2014. 
 
IDS/IPS  –  FO R T I GA T E ,  SN O R T ,  F2B 
SIEM  –  SP L U N K ,  K I B A N A ,  DA T A F D O G  
OS  –  W I N D O W S ,  MA C OS,  L I N U X  
DLP  –  TE R A M I N D ,  OB S E R V IT ,  VE R I A T O  
VU L N .  MG M N T  –  QU A L Y S ,  NE S S U S  

EN D P O I N T  –  CA R B O N BL A C K ,  
DE F E N D E R ,  WE B R O O T ,  ES E T ,  
TR E N D M I C R O ,  AV I R A  
WAF  –  CL O U D F L A R E ,  AWS,  HAPR O X Y  
GRC  –BY T E CH E K ,  DA T A G R A S P  

F I R E W A L L  –  BA R R A C U D A ,  FO R T I N E T ,  
SO N I C WA L L ,  PFSE N S E ,  C I S C O  
AU T H  –  SAML,  AD,  MFA 
WE B  –  I IS ,  AP A C H E ,  NG I N X  
OT H E R  –  AC R O N I S ,  VE E A M ,  UN RA I D  

 


